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To justify my research I have got vast amount of information through various resources. I’ve found the required information through google scholar, ACM digital library and science direct by searching with certain keywords that are related to my research question.

My research question which I had submitted is,

**Research Question:** Why do cybersecurity teams are opting by less number of organizations in this modern technology driven world where cyberattacks, data theft are happening frequently?

1. **The population:** Software engineers.
2. **The intervention:** Software development team, administration of organizations.
3. **The comparison:** Penetration testers vs. cybercriminals.
4. **The outcomes:** Motivates the organizations by explaining current threats and upcoming growth in cybercrimes which leads to the increase of cybersecurity teams in organizations.
5. **The context:** Rescuing the organizations from cyberattacks (Involving previous records as well as the survey records to represent the complexity in this aspect).

The keywords which I used to search for the information are:

1. Cyber teams
2. Cyber attacks
3. Penetration testers
4. Current cyber threats in organizations
5. Threat management
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